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DEVICES: 

iOS

SECTOR: 

Legal

KEY RESULTS:

An easy-to-dep loy 
m ob ile security solu t ion  
that  p rotects staff f rom  
m ob ile ph ish ing  and 
cyberat tacks over W iFi.

MOBILITY SETUP: 

COPE (iOS)

Meraki MDM

t raced

At  Bolt  Burdon they set  the bar h igh . They are com m it ted  to 

except ional service and  don?t  set t le for m ed iocre. Delivering  

noth ing  short  of except ional service, they dem and the sam e 

f rom  their supp liers. 

To p rotect  h igh ly con f iden t ial data w ith in  the organ isat ion , 

Bolt  Burdon operates a COPE m ob ilit y st rategy, p rovid ing  

m anaged iOS devices to their 80+ staff.  They w ere looking  for 

a com prehensive Mob ile Threat  Defence to layer pow erfu l 

ph ish ing  and Man-in -the-Midd le detect ion  on  top  of their 

Mob ile Device Managem ent  solu t ion .  

MITIGATING RISK FROM MOBILE-BORNE THREATS

Bolt  Burdon dep loyed Trustd  MTD to all t heir corporate-ow ned 

iOS m ob ile devices th rough their MDM, Meraki. Thanks to 

Trustd 's autom at ic enrollm ent  API that  w orks w ith  all m ajor 

MDM solu t ions, it  fu ture p roofs their m ob ile solu t ion  stack - 

con t inu ing  to bolster their m ob ile security, w h ile p rovid ing  

added Zero-Trust  cond it ional access f rom  m ob ile devices to 

their business data on  Microsoft  Cloud  apps. 

We have Trustd on every phone to protect against phishing 
and Man-in-the-Middle a ttacks, and we can see the health 
sta tus of a ll our em ployees' devices. Trustd MTD gives us 
peace of m ind that we're safeguarding the business data  
we access from  our sm artphones.  
GLEN SAMES, IT Manager, Bolt  Burdon  

PHISHING AND COMPROMISED W IFI 

Protect ing  the con f iden t ialit y, in teg rity and  availab ilit y of clien t  

in form at ion  is param ount . The team  at  Bolt  Burdon know s 

that  p rovid ing  w ork-on ly iOS devices is an  im portan t  factor in  

lim it ing  access to that  data, bu t  that  added protect ion  is 

needed against  m ob ile ph ish ing  at tacks designed to t rick 

in form at ion  out  of users and  Man-in -the-Midd le at tacks over 

pub lic W iFi that  can  harvest  credent ials and  other PII. 

The Trustd  app  on  every m ob ile device delivers ligh tw eigh t , 

em ployee-privacy focused protect ion  f rom  these th reats, w h ile 

the adm in ist rat ive console p rovides visib ilit y of device 

com pliance status and  real-t im e th reats. 

A MOBILE SECURITY APP TO PROTECT CLIENT DATA
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